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Legacy

• AMEEL (A Middle Eastern Electronic Library) (2007)

• JSS (Joel Sumner Smith Slavic Collection) (2010)

• YFAD (Yale Finding Aid Database) (2009)

Stack:

/tomcat/fedora/solr/gsearch/

Main issues:

Digitization workflow

Content models (fedora 3)

Arabic OCR (VERUS)

Slavic language indexing (solr)

EAD style sheets
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AMEEL
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Joel Sumner Smith

4



YFAD
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Current hydra(blacklight) 1.2^6 objects
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Ingest
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Ingest

• Rake task – constantly polling for content in ladybird queue 
table (hydra_publish and child table hydra_publish_path)

• These tables have properties, timestamps, and file locations

• The metadata files (desc, access, rights) and content (binaries) 
ingested from mounted disk

• Uses content model 
(Simple,ComplexChild,ComplexParent,Complex childUnstruct 
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Ingest lessons learned

• Able to run concurrently, 1->5 instances improved throughput 
from 1.93 to 0.77 sec/obj

• Concurrency required use of stored procedures with SQL insert 
transfer rather than use of SQL updates due to locking issues
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Ingest lessons learned

• Hydra_publish table property proliferation (viewOpt, 
ingestServer,handle,priority, attempts, hierarchyLevel, # of 
digital children)

• Frequent metadata updates – a pain point - mistakes, metadata 
schema changes (1 ex: ISO dates for date slider facet)

10



Ingest lessons learned

• Errors happen

• Use database error table for quick lookup

• Use well labeled and concise logging (grep is your friend)
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Ingest lessons learned

• Pluggable conditional workflow sequences, 

• Quick turnaround to add features such as handles, and OCR solr 
fieldtype conditionals
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Contextual Navigation

• Scale of Henry Kissinger Papers (13000 containers, 7 layers)

• Breadcrumbs

• Context tree

• Search within
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Contextual Navigation

14



Context tree

• Javascript jstree implementation

• Backed by web service within hydra that leverages solr to create 
json nexting

• AUTH/Z baked in for filtering selective material

• Lazy loading (chunking via toplevel, direct selection, sibling and 
hierarchy context supplementation, and blocks
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Breadcrumbs and search within

• 2 fields directly indexed leveraging hierarchical relationships

• Breadcrumbs (component titles and links)

• Hierarchy (space separated list of PIDs going down the hierarchy 
ending in a wildcard

• So “digcoll:parent digcoll:child*” is used as a filter to search 
within grandchildren like “digcoll:parent digcoll:child 
digcoll:grandchildX” 
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Full text search

• Default access

• Full access

• Selected access

• Default – search in solr fulltext_open field

• Full – search in solr fulltext_open AND fulltext_restricted fields

• Selected – search in solr fulltext_open OR (fulltext_restricted
AND (folder PID whitelist))
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Image Viewer

• FAIL: riiif openseadragon (slow and required caching 
maintenance)

• jpegs were satisfactory in terms of resolution and zoom

• Home grown image server exposing images exposed by fedora 3 
REST API

• Thumbnail in search results page

• Thumbnail strip on show page

• Single image page w/ ocr (on/off)

• Fulltext (all folder content displayed vertically)

• Thumbnails (all folder content as thumbnails)

• PDF download

• Component level AUTH/Z (thumbnail,jpg,ocr,metadata, PDF)
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Show Page
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Single Item OCR
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Single Item full image
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AUTH/N SSO (openidconnect OAUTH2)
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Component level AUTH/Z datastream
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AUTH/Z flow and restriction types

• Check_user_session (verifies email,session,IP)

Check object AUTH/Z datastream(w/ PID, and component)

• OpenAccess

• Yale Only (netid or IP range)

• IP Restriction (IP on a list for object)

• NetID Restriction (netid on a list for object)

• AD Group Restriction (AD group on a list for object)

• AeonRegistration*
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AeonRegistration

1. User granted permission to certain folders of digital content

2. Upon user login, an aeon AUTH/Z endpoint is called that returns 
JSON with PID of whitelisted folders 

3. This JSON content is persisted to an aeon_assets table

4. When AUTH/Z occurs for a component of an object with type 
“Aeon Registration”, the aeon_assets table is checked for 
permissions related to user

25




